MBA Acceptable Use Policy

* Please sign in before using the computers if you working independently.
* All disks must be scanned for viruses before being loaded into any computer.
* The following are unacceptable uses of the Internet or computer network:
  + Using the network to access materials that are considered inappropriate for educational purposes (including obscene or immoral). If you, or another student, access an obscene or immoral web site accidentally, notify the librarian immediately.
  + Trying in any way to interfere with the computer systems within the Academy, church, or other institution in an effort to obtain private information (hacking), cause computer(s) to malfunction, or destroy data.
  + Violating federal and state law dealing with students’ right to privacy.
  + Using profanity, obscenity, or other language which may be offensive to another user.
  + Re-posting personal communications without the author’s prior consent.
  + Copying commercial software and other copyright protected material in violation of copyright laws.
  + Using the network for illegal activities.
  + Knowingly or inadvertently spreading computer viruses or downloading files from unknown sources.
  + Attempting to degrade or disrupt system performance.
  + Accessing chat lines, bulletin boards, engaging in instant messaging, or sending e-mail without the librarian’s permission.
* It should be understood that Internet or network activities are not private. Histories of Internet use are periodically reported.